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Office of Management and Budget; the Internal Control 
Management Officer for each of Treasury's 13 organizational 
units; and interested committees of the Congress. 

Sincerely yours, 

William J. Anderson 
Director 





GENERAL ACCOUNTING OFFICE 
REPORT TO THE SECRETARY OF 
THE TREASURY 

FIRST-YEAR IMPLEMENTATION OF 
THE FEDERAL MANAGERS' FINANCIAL 
INTEGRITY ACT BY THE DEPARTMENT 
OF THE TREASURY 

DIGEST ------ 

To combat fraud, waste, and abuse in govern- 
ment, the Congress enacted the Federal 
Managers' Financial Integrity Act of 1982. 
The act requires (1) each executive agency to 
establish an ongoing process to evaluate the 
adequacy of its internal controls relative to 
standards prescribed by the Comptroller 
General, (2) the Office of Management and Bud- 
get (OMB) to establish evaluation guidelines, 
and (3) each agency to prepare an annual 
report to the President and the Congress on 
the status of its internal controls. Also, 
each executive agency must report whether its 
accounting systems conform to the Comptroller 
General's accounting principles, standards, 
and related requirements. (See pp. 1 to 5.) 

Treasury established separate processes for 
evaluating its internal controls and account- 
ing systems. Treasury reported on December 
27, 1983, that its internal controls met the 
objectives of the act, and there were no indi- 
cations of serious problems with the opera- 
tional integrity of its accounting systems. 
GAO reviewed both processes that supported the 
annual report because of the high priority 
given by the President and the Congress to 
improving the federal government's internal 
controls. 

PROGRESS WAS MADE BUT PROBLEMS 
PREVENTED A CONCLUSIVE ASSESSMENT 
OF INTERNAL CONTROLS 

Treasury acted promptly to establish the 
internal control evaluation process required 
by the act and its predecessor, OMB Circular 
A-123 (issued in October 1981, a year before 
the act). The basic guidance on how federal 
agencies are to implement the evaluation pro- 
cess is contained in OMB's Internal Control 
Guidelines. The guidelines set up a phased, 
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sequential process which provides a logical 
and comprehensive evaluation strategy. 
Treasury did not effectively implement each 
phase and its most notable differences from 
OMB guidelines were in the early phases which 
are critical to the success of the entire 
evaluative process. 

These differences were, in great part, due to 
factors beyond Treasury's control. For exam- 
ple I the process was new and there was little 
relevant experience to draw upon, and Circular 
A-123 required Treasury to set up its evalua- 
tion process and evaluate its internal con- 
trols before the September 1982 passage of the 
act and the December 1982 issuance of OMR's 
detailed Internal Control Guidelines. These 
factors created confusion among personnel 
about how they were to implement the process. 
(See pp. 6 to 8.) 

Treasury differed from OMB's guidelines in the 
segmentation and vulnerability assessment 
phases. Segmenting consists of the agency 
dividing itself into organizational compo- 
nents, programs, and administrative functions 
for evaluation (called "assessable units"). 
The susceptibility of each assessable unit to 
waste, loss, unauthorized use or misappropria- 
tion is then considered (called "vulnerability 
assessments"). 

Assessable units which are too broad often 
result in the internal controls of significant 
functions and activities being inadequately 
considered or inadvertently excluded from 
assessment. This is what occurred at 
Treasury. For example, three bureaus did not 
identify automatic data processing (ADP) 
operations and data processing installations 
in the process and two others did not include 
all of their data centers. Treasury recog- 
nized that resegmentation was needed and 
reported that the number of assessable units 
in 1984 will increase from 534 to about 
1800--a change of over 300 percent. (See PP. 
11 and 12.) 

Treasury's vulnerability assessments were also 
inadequately done for several reasons in addi- 
tion to those caused by the segmentation 
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problems. First, the quality of the assess- 
ments was questionable. Most were not ade- 
quately documented, many were done very 
quickly-- sometimes in 15 minutes--and many did 
not include all three OMB-required steps. 
Second, most field managers did not partici- 
pate in the assessments although they should 
because they have primary responsibility for 
assuring the integrity of their operations. 
Third, most of the automatic data processing 
assessments were incomplete because they did 
not consider the full range of ADP activi- 
ties. (See pp. 12 and 13.) 

To its credit, Treasury has taken numerous 
steps to address the identified deficiencies. 
However, GAO believes Treasury can further 
improve its approach to evaluating ADP 
systems. 

Treasury has established a new program to 
assess the adequacy of ADP security and inter- 
nal controls. Further, it has delegated this 
program's management to a separate departmen- 
tal organization. However, it has not pro- 
vided for coordination with the internal con- 
trol process. Coordination is needed to 
ensure that internal control evaluation needs 
are met and to avoid duplication of ADP review 
efforts. (See p. 16.) 

Although the problems encountered prevented a 
conclusive assessment of the agency’s internal 
controls, GAO believes Treasury established 
the foundation for the process and made some 
notable improvements in internal controls. 
For example, it improved controls over its 
processing of securities by wire transfers 
between various banking institutions and the 
Bureau of the Public Debt. (See pp. 17 to 
19.) 

ACCOUNTING SYSTEM EVALTJATIONS 
WERE REASONABLE 

Unlike the internal control evaluation pro- 
cess, agencies did not have any guidelines to 
use in evaluating their accounting systems. 
Consequently, in August 1983, Treasury devel- 
oped an evaluation questionnaire and uniform 
reporting format for evaluating 23 accounting 
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systems. The evaluations were reasonably con- 
sistent and, generally, adequately documented. 
The resulting reports were consolidated into a 
comprehensive annual report to the President 
and the Congress which disclosed 163 material 
instances of nonconformance with the Comp- 
troller General's Accounting Principles and 
Standards. (See pp. 21 to 26.) 

Although Treasury's efforts were reasonable 
for the first year, improvements are needed to 
enable Treasury to render a fully supportable 
opinion concerning the extent to which its 
accounting systems conform to the principles 
and standards. 

--Several important accounting operations were 
not included in the evaluations. For exam- 
ple I the Bureau of Government Financial 
Operations' eight regional disbursing 
offices which account for $600 billion in 
disbursements annually were excluded. (See 
pp. 27 to 29.) 

--Few transactions were tested. Transactions 
must be tested to ensure that an accounting 
system, including its internal controls, is 
operating in conformance with the principles 
and standards. (See p. 29.) 

Treasury officials plan to evaluate the omit- 
ted accounting operations and to sufficiently 
test transactions in the second-year evalua- 
tions. 

Also, the internal controls and accounting 
systems for the Exchange Stabilization Fund 
and the Saudi Arabian Deposit Account were 
excluded from evaluation because Treasury's 
General Counsel's office concluded they were 
not subject to the act. The Exchange Stabili- 
zation Fund is used to foster orderly inter- 
national monetary exchange arrangements and a 
stable system of exchange rates. The Saudi 
Arabian Deposit Account controls advance Saudi 
funds which are used to finance procurements 
of goods and services made on behalf of the 
Saudi Government. The Exchange Stabilization 
Fund's exclusion was based on its unique 
statutory arrangement which grants the 
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Secretary virtually absolute discretion over 
the Fund. The Saudi Arabian Deposit Account 
was excluded because its funds are not United 
States Government funds. 

GAO disagrees with regard to the Exchange 
Stabilization Fund. Although the Secretary 
has virtually absolute discretion, the assets 
of the Exchange Stabilization Fund are United 
States Government funds. Thus, they are sub- 
ject to the act. GAO is currently studyinq 
whether the Saudi Arabian Deposit Account 
system is subject to the act. (See pp. 27 to 
29.) 

AGENCY COMMENTS AND GAO'S EVALUATION 

The Department of the Treasury stated that the 
report should provide considerable assistance 
in refining its future efforts to comply with 
the act. Specifically, Treasury stated it is 
acting to formally coordinate its internal 
control evaluation process with its new ADP 
evaluation program as GAO proposed. Thus, GAO 
deleted the proposal from this report. (See 
PP. 19 and 20.) 

Treasury, however, maintained its position 
that the Exchange Stabilization Fund is not 
subject to the Financial Integrity Act or to 
the Accounting and Auditing Act of 1950 which 
it amended. Treasury stated that the Depart- 
ment has consistently viewed the Fund as being 
exempt from standard rules related to govern- 
ment funds, primarily because the Fund's enab- 
ling legislation places the Fund under the 
exclusive control of the Secretary, and speci- 
fies that the Secretary's decisions are final 
and may not be reviewed by another government 
officer or employee. 

It seems that Treasury is incorrectly equating 
its broad policy discretion over the use of 
government assets with its ultimate responsi- 
bility for properly accounting for and safe- 
guarding the assets. Subjecting the Fund to 
the requirements of the 1950 act, as amended 
by the Financial Integrity Act, will not in 
any way interfere with the exercise of 
Treasury's discretionary authority. Treasury 
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itself would perform the annual evaluation 
process. Further, the evaluation would focus 
on the internal controls over the assets of 
the Fund to protect against fraud, waste or 
abuse, rather than on the merits of any 
decisions on the use of the Fund that the 
Secretary of the Treasury may make. 

GAO finds no explicit statutory provision or 
other legal basis which would exempt the Fund 
from the acts in either the Fund's enabling 
legislation, the Accounting and Auditing Act, 
or the Financial Integrity Act. The 1950 act 
requires that agency accounting and internal 
control systems effectively control and 
account for all assets for which the agency is 
responsible. As the Secretary is clearly 
responsible and accountable for the approxi- 
mately $13 billion of assets comprising the 
Fund, the Fund is subject to the Financial 
Integrity Act's evaluation and reporting 
requirements. (See pp. 30 to 36.) 
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CHAPTER 1 

INTRODUCTION 

Responding to continuing disclosures of fraud, waste, and 
abuse among various government operations, which were largely 
attributable to serious weaknesses in agencies' internal con- 
trols,' the Congress enacted the Federal Managers' Financial 
Integrity Act of 1982 (31 U.S.C. 3512(b) and (c)). The act 
strengthened the Accounting and Auditing Act of 1950 which 
requires executive agencies to establish and maintain systems 
of accounting and internal control to provide effective con- 
trol over and accountability for all funds, property, and 
other assets for which an agency is responsible (31 U.S.C. 
3512(a)(3)). 

GAO believes that full implementation of the Financial 
Integrity Act will enable the heads of federal departments and 
agencies to identify their major internal control and account- 
ing problems and improve controls essential to the development 
of an effective management control system and a sound 
financial management structure for their agency. To achieve 
these goals the act requires each agency to: 

--Establish and maintain its internal account- 
ing and administrative controls in accordance 
with the standards prescribed by the Comp- 
troller General to reasonably assure that (1) 
obligations and costs comply with applicable 
law: (2) all funds, property, and other 
assets are safeguarded against waste, loss, 
unauthorized use, or misappropriation; and 
(3) revenues and expenditures applicable to 
agency operations are recorded and properly 
accounted for. 

--Evaluate and report annually on internal con- 
trol systems. The report is to state whether 
agency systems of internal control comply 
with the objectives of internal controls set 
forth in the act and with the standards pre- 
scribed by the Comptroller General. The act 
also provides for agency reports to identify 
material weaknesses and describe plans for 
corrective action. 

IInternal controls are those mechanisms an organization uses to 
guide its operations and, at the same time, serve as checks 
and balances to guard against undesirable occurrences such as 
counterproductive actions, errors, and irregularities. 
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--Prepare a separate report on whether the 
agency’s accounting systems conform to 
principles, standards, and related 
requirements prescribed by the Comptroller 
General. 

The act also requires that: 

--The Office of Management and Budget (OMB) 
issue guidelines,for federal departments and 
agencies to use in establishing a process for 
evaluating their internal accounting and 
administrative control systems. 

--The Comptroller General prescribe standards 
for federal agencies' internal accounting and 
administrative control systems. 

This report on the Department of the Treasury is one of 
22 GAO reports on federal agencies' efforts to implement the 
act during the first year. 

OMB GUIDANCE PROVIDES FOR A 
PHASED EVALUATION PROCESS 

OMB Circular A-123 initiated the governmentwide process 
of evaluating internal controls. The circular, issued on 
October 28, 1981, prescribed policies and standards for estab- 
lishing and maintaining internal controls. Subsequently, OMB 
issued in December 1982 its Internal Control Guidelines in 
compliance with the requirements of the act. The guidelines 
established an orderly, phased process for federal agencies to 
follow in evaluating their internal controls. In August 1983, 
OMB issued a revised Circular A-123 to reflect the additional 
requirements of the act-- complying with the Comptroller 
General's internal control standards and reporting to the 
President and the Congress on federal agencies' internal 
control efforts. 

OMB's Internal Control Guidelines specifically require 
federal agencies to: 

1. Organize and assign responsibilities for planning, 
directing, and controlling the evaluation and 
improvement of, and reporting on, internal controls. 

2. Systematically divide or segment themselves into 
organizational components, programs, and administra- 
tive functions for evaluation, called "assessable 
units". 
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3. 

4. 

5. 

6. 

Assess the susceptibility of each assessable unit to 
waste, loss, unauthorized use or misappropriation, 
called "vulnerability assessments". 

Rank the assessable units according to their assessed 
level of vulnerability--high, moderate, or low vul- 
nerability. 

Address problems identified by their vulnerability 
assessments by either taking corrective action or by 
making detailed reviews of the internal controls to 
identify which corrective actions are needed, called 
"internal control reviews". 

Report annually by December 31 to the President and 
the Congress. The report should state: 

a. Whether agency evaluations were conducted in 
accordance with OMB's guidelines. 

b. Whether agency internal controls comply with the 
Comptroller General's standards and provide 
reasonable assurance that the act's objectives 
have been met. 

TREASURY PROVIDED OVERALL 
DIRECTION TO BUREAUS 

The Department of the Treasury was created by the 
Congress in 1789. Over the years it has been given a wide 
range of diverse and critical duties. These include (1) for- 
mulating domestic and international financial, economic, and 
tax policy; (2) serving as the financial agent of the govern- 
ment; (3) manufacturing coins and currency; (4) managing the 
public debt; (5) collecting federal revenues through various 
taxes; and (6) enforcing various laws related to matters such 
as firearms and explosives, imports and exports, counterfeit- 
ing I and tax evasion. Overall, Treasury accounts for a cash 
flow of about $6 billion daily and makes an estimated 600 to 
700 million payments annually. 

Treasury has about 116,000 employees in 13 major bureaus 
and offices (hereafter referred to as bureaus). Eight of 
these bureaus have field offices to carry out their responsi- 
bilities. The 13 major bureaus are listed below: 

--Bureau of Alcohol, Tobacco and Firearms 
--U.S. Customs Service 
--Bureau of the Public Debt 



--Internal Revenue Service 
--Office of Revenue Sharinq 
--U.S. Secret Service 
--Office of the Comptroller of the Currency 
--Bureau of Engraving and Printing 
--Bureau of Government Financial Operations 
--U.S. Mint 
--U.S. Savings Bonds Division 
--Office of the Secretary 
--Federal Law Enforcement Training Center 

The Office of the Secretary provided central direction 
and oversight to Treasury's bureaus in the departmentwide 
effort to evaluate, improve, and report on accounting systems 
and internal controls. Overall responsibility for directing, 
coordinating, and reporting on the internal control evalua- 
tions was assigned to the Assistant Secretary (Administration) 
with day-to-day responsibility being delegated to the Deputy 
Assistant Secretary (Administration). 

Departmental guidance was provided to the bureaus who 
were required to (1) establish their own process including 
designating internal control officers, and (2) meet esta- 
blished deadlines for complying with OMB guidance (e.g. seg- 
menting and conducting vulnerability assessments). The 
bureaus had wide latitude in developing and implementing their 
own evaluation process. For example, each bureau had discre- 
tion to determine how best to segment and conduct a vulnera- 
bility assessment. 

The Assistant Secretary (Administration) and the Fiscal 
Assistant Secretary were responsible for the evaluations of 
the administrative and fiscal accounting systems, respec- 
tively. Day-to-day responsibility was delegated to a 
specially created task force which established policies, pro- 
cedures, and guidelines for evaluating accounting systems and 
reporting on the results. 

On December 27, 1983, Treasury reported that its 
evaluation process indicated that on the whole, its system of 
internal controls complied with the objectives of the act. 
Also, Treasury reported that it found no indication of serious 
problems with the operational integrity of its accounting 
systems. 

OBJECTIVE, SCOPE, AND METHODOLOGY 

We reviewed the Department of the Treasury's implementa- 
tion of the Federal Managers' Financial Inteqrity Act because 
of the high priority given by the President and the Congress 
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to improving the government's internal controls. We did not 
attempt to independently determine the status of Treasury's 
internal control systems or the extent to which Treasury's 
accounting systems comply with the Comptroller General's 
principles and standards. Our objective was to evaluate 
Treasury's progress in implementing the act. To accomplish 
this objective, we identified how Treasury and its bureaus 
established their internal control evaluation processes and 
evaluated how well their approaches conformed to OMB's 
Internal Control Guidelines. Specifically, we 

,-interviewed the designated internal control 
officers and their staff in each bureau, 
Inspector General staff, selected program 
managers, accounting task force personnel, 
and representatives of the public accounting 
firm of Arthur Young and Company (which 
assisted Treasury in evaluating its 
accounting systems); and 

--examined and analyzed relevant correspon- 
dence, directives and procedures, vulnera- 
bility assessments, internal control reviews, 
accounting system evaluations, and their 
accompanying documentation. 

We obtained basic information about the department and 
its 13 bureaus' efforts to establish an evaluation process. 
On the basis of our preliminary work, we examined the efforts 
of four bureaus in more detail: U.S. Customs Service, Bureau 
of the Public Debt, Bureau of Engraving and Printing, and 
Bureau of Government Financial Operations (accounting systems 
audit work only). This work primarily involved the examina- 
tion of vulnerability assessments, internal control reviews, 
and accounting system deviations from the Comptroller 
General's principles and standards. These bureaus were 
selected because each performs duties representative of 
Treasury's three broad functions: financial management 
(Bureau of the Public Debt, Bureau of Government Financial 
Operations); production (Bureau of Engraving and Printing); 
and law enforcement/regulation (U.S. Customs Service). 

The review was performed in accordance with generally 
accepted government auditing standards. Audit work was con- 
ducted at Treasury and bureau headquarters in Washington, 
D.C. We also examined the extent and type of field manager 
involvement at the regional and district offices of the 
Internal Revenue Service, Bureau of Government Financial 
Operations, and U.S. Customs Service in New York City; Dallas 
and Houston, Texas; and San Francisco and Los Angeles, 
California. 
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CHAPTER 2 

PROGRESS WAS MADE BUT 

PROBLEMS PREVENTED A CONCLUSIVE ASSESSMENT 

IN 1983 

In early 1982, Treasury began its efforts to establish an 
evaluation process to conform to OMB Circular A-123 "Internal 
Control System" requirements. However, because of factors 
largely beyond Treasury's control, its evaluation process sub- 
stantially differed from OMBls Internal Control Guidelines-- 
which were guidelines required by the act and issued in 
December 1982. 

The differences involved fundamental elements of the 
evaluation process. They prevented Treasury from effectively 
conducting the comprehensive assessments detailed in OMB's 
guidelines. Consequently, Treasury's evaluation process did 
not produce conclusive results about the adequacy of its 
internal controls. 

To its credit, Treasury has taken numerous steps to 
address the identified deficiencies in its process. Treasury, 
however, needs to coordinate its new program for evaluating 
its computer-based information systems with its internal con- 
trol process to ensure that the objectives and requirements of 
both programs are met and that duplicate reviews of ADP opera- 
tions are avoided. If effectively implemented, the changes 
should bring Treasury into full compliance with OMB's guide- 
lines and produce more meaningful results in 1984. Further, 
despite the problems with the process, Treasury has made some 
notable improvements to its internal controls. 

INITIAL EFFORTS: RESPONSIVE 
BUT HINDERED BY PROCESS 
EVOLUTION 

Treasury acted promptly to meet the requirements of OMB 
Circular A-123 and the Federal Managers' Financial Integrity 
Act of 1982. Its efforts began early in 1982 (shortly after 
issuance of A-123), continued throughout 1982 and 1983, and 
greatly increased in the last quarter of calendar year 1983. 

A number of factors clearly demonstrated Treasury's 
responsiveness to the governmentwide initiative. 

--Treasury issued its internal control direc- 
tive on March 31, 1982, which was in accor- 
dance with an A-123 requirement. 
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--Treasury bureaus had completed vulnerability 
assessments before A-123's target date of 
December 31, 1982. 

--Treasury directed its bureaus to make pilot 
internal control reviews in 1982 and 1983 of 
their procedures for prompt payment of debts 
and procurement practices as a learning 
experience in how to make these reviews. The 
1982 review was the first agencywide review 
and assisted OMB's development of guidelines 
for making internal control reviews. 

--Treasury coordinated its efforts with OMB and 
helped to develop the assessable unit concept 
to facilitate segmentation of an agency's 
activities and the performance of vulner- 
ability assessments and internal control 
reviews. 

--Treasury detailed a senior analyst to work 
with OMB's oversight staff in assessing 
other major federal agencies' efforts to 
establish internal control evaluation pro- 
cesses. Subsequently, the analyst was given 
a lead role in carrying out Treasury's 
process. 

--Treasury prepared a videotape to orient mana- 
gers about their internal control responsi- 
bilities. It was distributed to the bureaus 
in January 1984. 

Although Treasury was prompt in its efforts to implement 
the governmentwide internal control evaluation process, 
several factors largely beyond its control greatly hindered 
the effectiveness of its evaluations in 1982 and 1983. 

--The governmentwide internal control evalua- 
tion process was new. There was little rele- 
vant experience to draw upon. 

--Treasury had to set up a process and evaluate 
its internal controls before OMB's detailed 
Internal Control Guidelines were issued in 
December 1982. For example, A-123 required 
agencies to issue their internal control 
directives by March 31, 1982, and to complete 
their vulnerability assessments by December 
31, 1982. 



--The evaluation process itself is often con- 
ceptual in nature, 
experience. 

relying on judgment and 
There are no specific benchmarks 

or rules of thumb on matters such as how to 
segment an agency so that assessable units 
are of an appropriate size. 

--Throughout 1982 and 1983, guidance on the 
process evolved which affected implementation 
efforts. For example, OMB circulated its 
draft internal control guidelines in February 
1982; the Federal Managers' Financial 
Integrity Act was enacted in September 1982; 
OMB issued its Internal Control Guidelines in 
December 1982; GAO issued its standards in 
June 1983; and OMB revised Circular A-123 in 
August 1983. 

All of these factors contributed to confusion among 
agency personnel about how they were to implement the pro- 
cess, Given these circumstances, it is not surprising that 
Treasury encountered problems in its implementation efforts. 

AN EFFECTIVE INTERNAL 
CONTROL EVALUATION PROCESS 
WAS NOT ACHIEVED IN 1983 

The basic guidance on how federal agencies are to imple- 
ment the governmentwide process to evaluate and improve their 
internal controls is contained in OMB's Internal Control 
Guidelines. The guidelines detail a phased approach which 
provides a logical and comprehensive evaluation strategy. 
Each phase in the approach is built upon and follows the com- 
pletion of the previous phase. Thus, the initial phases of 
OMB's approach form the foundation of the process, and proper 
performance of these phases is critical to the success of the 
entire process. 

Treasury's evaluation process consisted of phases similar 
to those detailed in OMB's guidelines. Treasury, however, did 
not effectively implement each phase because of the reasons 
previously discussed. Its most notable differences were in 
the crucial early phases-- segmentation and vulnerability 
assessments. 

Treasury moderately successful in L organizing its evaluation process 

Organization is the first phase in OMB's approach. OMB's 
guidelines state that this phase is "critical", and detail 
five steps that constitute this phase: (1) assigning respon- 
sibilities to appropriate officials, (2) establishing an 
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internal reporting and followup system to monitor the process, 
(3) documenting performance of the process, (4) committing 
sufficient resources to supervise the process, and (5) estab- 
lishing schedules for the performance of necessary tasks. 

Overall, Treasury was moderately successful in organizing 
the process. For the most part, senior agency officials were 
assigned internal control responsibility in the department and 
the bureaus. In addition, Treasury formally defined the role 
of the Inspector General in a manner consistent with OMB's 
guidelines-- as providing technical assistance in developing 
the process and auditing department and bureau implementation 
efforts. With regard to internal reporting, Treasury set up 
internal reporting requirements that addressed most of the 
elements mentioned in OMB's guidelines and established 
schedules for completing various tasks (e.g. segmentation, 
vulnerability assessments) related to the evaluation process. 
However, Treasury did not address the documentation and super- 
vision aspects of this phase satisfactorily. Also, it did not 
involve personnel knowledgeable in automatic data processing 
(ADP) in the organization phase. 

First, Treasury did not provide clear guidance for docu- 
menting the process. OMB guidance states that there should be 
adequate documentation to provide a permanent record of the 
methods used, the personnel involved and their roles, the key 
factors considered, and the conclusions reached. Treasury did 
not provide clear direction to its bureaus on needed documen- 
tation. As a result, key phases of the process (most notably 
vulnerability assessments) were not adequately documented. 

Second, although two high level officials spent consider- 
able time on developing a departmentwide approach, support 
staffing was insufficient. The Deputy Assistant Secretary 
(Administration) estimated he spent about 35 percent of his 
time from January 1982 through October 1983 in the overall 
direction and coordination of the evaluation process. In 
addition, the Deputy Inspector General and a member of his 
office were involved in providing technical assistance in 
developing the process. Each estimated they spent about 25 
percent of their time in this manner--the former during 10 
months of 1982 and the latter from January 1982 through 
October 1983. However, there was insufficient support person- 
nel to adequately monitor and supervise the progress being 
made by the 13 bureaus in implementing the process and per- 
form, simultaneously, the wide range of other responsibilities 
assigned to them. 

Between January 1982 and June 1983, Treasury devoted less 
than 3 staff years to monitoring and supervising the depart- 
mentwide effort. In addition, Treasury hindered the effec- 
tiveness of the monitoring effort by sporadic staffing. 



--From February 1982 to June 1983: 1 person, 
50 percent of the time. 

--From June 1982 to around December 1982: 1 
person (a management intern), full-time 4 
months and part-time 3 months. 

--From January 1983 to June 1983: 1 person, 
full-time. 

--From July 1983 to September 1983: 2 persons, 
full-time. 

--From September 1983 to December 31, 1983: 9 
persons, full-time. 

Until July 1983, the staff was also responsible for establish- 
ing the evaluation process for the Office of the Secretary 
(i.e. segmenting and doing vulnerability assessments, etc.). 
In addition, from February 1982 until July 1983, the staff was 
involved in matters such as drafting the Treasury internal 
control directive and working with the Inspector General in 
providing assistance on conducting a pilot internal control 
review. 

The sporadic staffing coupled with their wide range of 
responsibilities placed extensive demands on the staff's 
time. These factors hindered the staff's ability to review 
the quality of implementation at Treasury's bureaus. The 
staff was unable to examine whether the 13 bureaus properly 
organized, segmented, and performed vulnerability assessments 
in accordance with OMR guidelines. Ultimately, insufficient 
staffing and monitorinq of its process prevented Treasury from 
identifying problems. It also limited the amount of time 
available for responding to the problems before preparation of 
its 1983 report. 

Third, Treasury did not involve ADP professionals in the 
planning and organizing of its evaluation process. The 
involvement of ADP personnel at this stage was crucial because 
many of Treasury's activities are highly dependent on auto- 
mated information systems and related telecommunication net- 
works to collect, disburse, account for, and report billions 
of dollars in government funds. For example, the Bureau of 
the Public Debt uses computers to manage over $2.2 trillion in 
government securities. The omission of ADP personnel from the 
organization phase contributed to inadequate assessment of ADP 
matters throughout the subsequent phases of Treasury's evalua- 
tion process. 
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Treasury's segments were too 
broad for meaningful assessment 

The next phase in OMB's approach is segmenting. Segment- 
ing an agency is one of the two most crucial phases in OMB's 
evaluation process. OMB's guidelines clearly highlight 
its importance. 

"Federal agencies are large, complex organiza- 
tions. The most effective way to systemati- 
cally perform an evaluation of the systems 
upon which an agency head can submit-a state- 
ment is to segment the agency . . . . The indi- 
vidual assessable units should be of an appro- 

Segmenting is, by its nature, a judgmental function which 
makes it difficult to perform and assess. There are no speci- 
fic benchmarks or rules of thumb to measure or judge the 
appropriate size of a segment. The purpose of segmenting is 
to enable managers to evaluate the internal controls operating 
in the identified assessable units. However, assessable units 
which are too broad can result in the internal controls of 
significant functions and activities being inadequately 
assessed or inadvertently excluded from assessment. This is 
what occurred in Treasury's 1982-83 process. 

Treasury initially identified 534 assessable units. 
These units often crossed organizational lines which made it 
unclear who had responsibility for the assessable unit--an OMB 
requirement. Furthermore, the assessable units generally 
appeared to be too broad for meaningful assessment. For exam- 
ple I the Internal Revenue Service (IRS) identified just 28 
assessable units. IRS is Treasury's largest bureau. It 
employs about 70 percent of all Treasury personnel, admini- 
sters a vast and complex set of tax laws, and handles billions 
of dollars in receipts and payments each year in the perfor- 
mance of its duties. Our review of IRS' 28 assessable units 
led us to conclude that they were too broad for meaningful 
assessment and IRS agreed. IRS' resegmentation for 1984 has 
identified about 800 assessable units which will be subject to 
vulnerability assessment. Similar situations occurred at 
several other bureaus such as the U.S. Customs Service, Bureau 
of Government Financial Operations, and the U.S. Savings Bonds 
Division, which have or will substantially increase the number 
of assessable units for 1984. 

Further, despite heavy reliance on ADP, Treasury's seq- 
menting did not fully cover its ADP management and opera- 
tions. Three bureaus--U.S. Customs Service, Public Debt, 
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and Engraving and Printing-- did not identify ADP operations 
and data processing installations in their processes. In 
addition, IRS and the Bureau of Alcohol, Tobacco and Firearms 
did not include all of their data centers in their processes. 
By not segmenting its ADP functions, Treasury did not consider 
major information systems and related ADP functions in its 
vulnerability assessments. 

A number of bureaus also omitted other functions (some of 
which involve large monetary transactions or the use of valua- 
ble raw materials) in their segmenting efforts. The Bureau of 
Alcohol, Tobacco and Firearms omitted a regulatory enforcement 
function concerning the collection of fines imposed on pro- 
ducers who violate production and sales regulations governing 
alcohol and tobacco. In another instance, the Bureau of 
Engraving and Printing did not consider its manufacturing 
function which involved the use of valuable raw materials. 

Treasury recognized that it did not segment properly for 
1983. The agency stated in its year-end report to the 
President and the Congress that segmentation throughout the 
department was not as uniform as expected, and bureaus were 
instructed to resegment as necessary. Treasury's resegmenta- 
tion will increase the number of assessable units in 1984 from 
534 to about 1800--a change of more than 300 percent. 

Vulnerability assessments inadequately 
done and/or documented 

Along with segmenting, vulnerability assessment is the 
other crucial phase in the OMB guidelines. The assessments 
are to pinpoint where problems may exist. If the assessments 
are not done well, weaknesses needing correction may not be 
identified and resources will likely be wasted on performing 
unnecessary internal control reviews. This will ultimately 
undermine the process by discouraging involved managers if 
they see the process is not producing any benefits. Treasury 
did not adequately perform vulnerability assessments in 
1982-83 because of several basic problems. 

The first problem is directly related to the previous 
discussion on segmenting: Treasury's assessable units were 
too broad for meaningful vulnerability assessment. 

The second problem with the assessments is that their 
quality was suspect. Our work at each of the three bureaus we 
reviewed in detail indicated that most of the assessments 
(about 75 percent) were not adequately documented and were 
done rather quickly. For example, some managers told us they 
took just 15 minutes to make the assessments. Others told us 
they took 1 or 2 hours to make the assessments. Further, some 
bureaus' assessments did not include all three basic steps 
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required by OMB's guidelines: (1) analysis of the general 
control environment, (2) analysis of inherent risk, and (3) a 
preliminary evaluation of safeguards. This was the case at 
the U.S. Customs Service, IRSl and U.S. Savings Bonds 
Division. 

Third, OMB's guidelines provide that management through- 
out the agency should be involved in the evaluation process 
because they have primary responsibility for ensuring the 
integrity of their operations. However, five of the eight 
Treasury bureaus with field operations did not involve their 
field managers in the assessments. In addition, field person- 
nel generally were unaware of the act's requirements or the 
established evaluation process. Thus, Treasury's assessments 
primarily represented a headquarter's perspective. 

We were also concerned about the quality of vulnerability 
assessments for ADP related operations. Overall, it appears 
that these assessments did not conform to generally recognized 
methods for examining the controls for ADP operations. Five 
of the seven Treasury bureaus that identified and considered 
ADP-related assessable units in their 1982-83 evaluation pro- 
cess did not identify specific ADP application programs and/or 
specific data centers as distinct assessable units. Although 
they considered the ADP function as administrative support for 
various assessable units, they did not consider the propriety 
of controls for the input, processing and security of data in 
the ADP systems. In reviewing these vulnerability assess- 
ments, it was usually not possible for us to determine the 
extent that ADP controls were assessed because of inadequate 
documentation. However, as described below, one of the three 
bureaus we reviewed in detail had enough documentation to 
indicate major omissions in the assessments. 

Before any assessment of ADP processing reliability or 
integrity in any application can be complete, both application 
controls (controls that pertain to data origination, entry, 
processing, and output) and general controls (such as 
security, computer access, system design, development, and 
maintenance) must be evaluated. Generally, the approach taken 
at Treasury appeared to primarily involve a consideration of 
the application controls-- not the general controls. For exam- 
ple, documentation for some of the Bureau of the Public Debt's 
vulnerability assessments indicated that application controls 
were considered. However, the bureau did not have an assess- 
able unit for its ADP systems or facilities and there was no 
indication that the controls for this portion of the ADP 
operation were considered. Therefore, Treasury does not have 
reasonable assurance that critical ADP issues were considered 
in its vulnerability assessments. 
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OMB and Inspector General 
reviews identified similar problems 

These same basic problems in the critical early phases 
were also identified by OMB and the Inspector General during 
their reviews of Treasury's process. In July 1983, OMB 
advised Treasury that it was concerned about the lack of 
specific direction in many critical areas. OMB was particu- 
larly concerned about the quality and reliability of segment- 
ing and vulnerability assessments. OMB also pointed out the 
need for Treasury to consider the vulnerability of its com- 
puter systems. The Inspector General's December 1983 report 
to the Secretary of the Treasury summarized the results of 
separate audit reports on each bureau's implementation 
efforts. It raised concerns about these same critical areas. 
Our analysis of the individual bureau reports revealed that 
the Inspector General reported 69 problems among the bureaus 
in the following three phases: 

--Organization: There was a general lack of 
direction and guidance from Treasury to its 
bureaus on how to perform the process. This 
lack of direction and guidance largely con- 
tributed to the significant number of pro- 
blems found in the area of training. The 
Inspector General reported 11 of 13 bureaus 
with insufficient training. Other reported 
problems related to insufficient staffing and 
supervision of the process. 

--Segmenting: Bureaus had great difficulty 
performing this critical element. Most 
either omitted significant functions that 
involved control over substantial assets 
and/or identified units that were too broad 
for meaningful assessment. The Inspector 
General reported 9 of 13 bureaus omitted 
functions from their inventory of assessable 
units. 

--Vulnerability assessment: The assessments 
were often inadeauate because of the broad 
segmenting and/or superficial evaluations. 
The most frequently found problem by the 
Inspector General was that 10 out of 13 
bureaus did not have adequate documentation. 

Thus, OMB's and the Inspector General's findings are in 
close agreement with our own: although Treasury established 
an evaluation process, its efforts were hindered by serious 
problems in the critical early phases--most notably, segment- 
ing and vulnerability assessments. 
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CORRECTIVE ACTIONS HAVE BEEN 
TAKEN TO ADDRESS PROBLEMS 

Through briefings, reports, and discussions with OMB, 
Inspector General and GAO personnel, Treasury became aware of 
the problems with the implementation of the evaluation process 
in the latter half of calendar year 1983. To its credit, 
Treasury has been very responsive to these concerns, has 
already completed a number of actions, and is considering 
others to correct identified problems with organization, seg- 
menting, and vulnerability assessments. 

Treasury's focal point for addressing deficiencies in its 
evaluation process is its substantially revised internal con- 
trol directive. The revised directive was issued on November 
7, 1983. It reflects the changes caused by the passage of the 
Federal Managers' Financial Integrity Act of 1982, the issu- 
ance of OMB's guidelines and GAO's Internal Control Standards, 
the revision of OMB Circular A-123, and the knowledge gained 
from its initial implementation experience. For the most 
part I we believe the directive is responsive to the problems 
Treasury had in each of the three initial critical phases of 
OMB's guidelines. 

First, the directive improves Treasury's organization 
efforts in several ways. It is more explicit about the 
responsibilities of the individuals involved in Treasury's 
process. For example, bureau heads are clearly advised to 
designate a responsible individual manager for internal con- 
trols for each assessable unit and to provide adequate train- 
ing to managers. The duties of designated bureau internal 
control officers are now also identified in the revised direc- 
tive. These include establishing quality control systems to 
ensure that vulnerability assessments and internal control 
reviews are conducted conscientiously and are fully documen- 
ted. 

The directive also establishes a formal tracking and 
followup system to improve the agency's ability to supervise 
the evaluation process. This system will contain information 
on both problems and the status of corrective actions for each 
assessable unit. As designed, it will be a comprehensive 
tracking system that will comply with OMB's guidelines. 

Second, the directive now explicitly states that all 
bureau program and administrative functions (except policy 
decisions and policymaking) will be included in the inventory 
of assessable units. Treasury's previous guidance was not as 
specific and led to several bureaus omitting significant func- 
tions from their inventories. Treasury also has directed the 
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bureaus to examine their inventories and resegment when neces- 
sary. As noted in Treasury's 1983 report, the number of 
assessable units will increase significantly in 1984. This 
should aid in reaching OMB's goal of identifying assessable 
units of an appropriate size to allow a meaningful evaluation 
of its internal controls. 

Third, to avoid repeating prior mistakes, Treasury is 
developing an internal control handbook which includes a sec- 
tion on vulnerability assessments. The revised directive now 
specifically requires bureaus to follow OMB's guidelines and 
the handbook in making their assessments. Further, Treasury 
has directed its bureaus to conduct a new round of vulnera- 
bility assessments in the second quarter of fiscal year 1984. 

Treasury has also acted to improve its evaluation of the 
controls over ADP operations. It has a new Information System 
Risk Management Program which is intended to fulfill the 
requirements of OMB Circulars A-712 and A-123 for ensuring 
adequate levels of security and integrity for computer-based 
information systems. The program is under the direction of 
the Assistant Secretary (Electronic Systems and Information 
Technology) and thus, is separate from the internal control 
evaluation process. 

The Information Systems Risk Management Program requires 
a risk analysis (1) to evaluate potential security problems 
with information systems, facilities, and data and (2) to 
certify that these information resources are safe for 
continued operational use. The risk analysis and certifica- 
tion must be made at least once every 3 years. Virtually all 
major automated systems and data processing facilities are 
included under the program's broad definition of information 
systems. According to a Treasury official, the risk analyses 
and certifications will be the equivalent of internal control 
reviews for information systems for 1984. Although primarily 
directed toward ADP security, the standards for these risk 
analyses address many ADP control techniques. 

Our limited review of the Information System Risk Manage- 
ment Program indicates that it will improve reviews of 
Treasury's ADP activities. However, the directives for this 
program and the internal control evaluation process do not 
indicate that the two efforts will be coordinated. Because 
different organizational units direct these two efforts, we 
believe coordination is needed to assure that the objectives 
and requirements of each effort are achieved and to prevent 
potential duplication of effort in examining ADP operations. 

20MB Circular A-71 TM #l is primarily concerned with 
improving the security of ADP systems and facilities. 
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We believe the above actions address the major problems 
identified with Treasury's process in 1983. If each action is 
effectively implemented, we believe they will substantially 
improve Treasury's compliance with OMB's guidelines and, con- 
sequently, make its process for evaluating and improving its 
internal controls more meaningful in 1984. 

INTERNAL CONTROL BENEFITS 
ACHIEVED IN 1983 

Despite problems with the process in 1983, Treasury's 
evaluation efforts produced some positive results. Overall, 
Treasury bureaus reported to the Secretary that they had 
identified 307 operational or program weaknesses.3 Of these, 
the bureaus stated 257 were corrected and corrective action 
was planned for 40 other weaknesses. Of the remaining 10 
weaknesses, the status of corrective actions was not indicated 
for 8 weaknesses and the other 2 weaknesses were still under 
consideration. 

On December 27, 1983, Treasury issued its annual report 
to the President and the Congress on its evaluation process 
and status of internal controls. The annual report identified 
two major categories of departmentwide weaknesses--information 
systems security and personal property management. Because 
weaknesses in data processing, office automation, telecommuni- 
cations, etc., were frequently acknowledged by the bureaus, 
Treasury's annual report recognized that its overall program 
of risk assessment and control over ADP resources must be 
improved. Similarly, Treasury reported that efforts are 
underway, both on a bureau and department basis, to improve 
accountability for personal property. 

Due to time constraints, we were unable to examine in- 
depth most of the weaknesses reported by the bureaus. How- 
ever, some of our work coupled with a review of the bureau 
reports indicated that Treasury made several significant 
improvements in its internal controls. 

For example, several noteworthy improvements occurred at 
the Bureau of the Public Debt. Through an internal control 
review, the bureau identified significant internal control 
problems in its telecommunications activities--one of its 
assessable units. The telecommunication transaction process 
involves the transmission of various government-bearer 

3The Bureau of Government Financial Operations reported 245 
of these 307 weaknesses (about 80 percent). These 
weaknesses were primarily identified by reviewing prior 
audit and consultant reports and not directly associated 
with the A-123 internal control evaluation process. 
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securities by wire transfers between the bureau and various 
banking institutions. Several types of internal control 
problems were identified and corrected. 

The first internal control problem concerned the improper 
segregation of authorization and verification duties and the 
failure to account for forms authorizing wire transfers. 
Essentially, before corrective action was taken, an analyst 
was responsible for both verifying the propriety of a transac- 
tion and authorizing it. After completing these two duties, 
the analyst prepared a form (without an authorization signa- 
ture) containing pertinent information about the transfer and 
gave it to a teletypist. The wire forms themselves were also 
not accounted for properly. 

This operating situation created several potential pro- 
blems. First, because no one reviewed the accuracy and pro- 
priety of the analyst's work, an analyst could make errors or 
could issue an unauthorized wire without it being detected. 
In addition, because wire forms were not properly accounted 
for, a teletypist could also send an unauthorized wire to 
transfer securities. Also, other personnel with knowledge of 
the wire process could place unauthorized forms among other 
teletypist work with little chance of them being detected 
because the forms were not formally signed by an analyst. 
Thus, analysts, teletypists, or others could authorize fund 
transfers with little problem. The bureau corrected these 
internal control deficiencies shortly after their detection in 
the internal control review. 

A second problem which existed in the area of verifica- 
tion concerned the physical transfer of securities within the 
bureau. When securities, checks, etc., were transferred from 
one location to another they were taken in a locked pouch 
which had a rotary number counter. Each time the pouch was 
opened the number advanced. This device enabled the receiver 
of the pouch to determine whether it had been opened while in 
transit. However, the internal control review disclosed that 
personnel did not check the counter to determine whether or 
not the pouch had been opened and tampered with before it 
reached its final destination. This has since been corrected. 

A third internal control problem at the Bureau of the 
Public Debt concerned the easy accessibility to unprocessed 
mail by unauthorized persons. Cartons of unprocessed mail, 
which sometimes contained currency, checks, and securities, 
were left after working hours and on weekends in an open 
area. The bureau has taken corrective action to secure all 
unprocessed mail after working hours and on weekends. 
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Another bureau, the Office of the Comptroller of the 
Currency, recognized that its data systems were vulnerable to 
unauthorized use. This occurred because its systems were 
expanded without updating procedures for user identification. 
The office is implementing a formal program for authorizing 
and monitoring use of its systems to eliminate and prevent 
unauthorized use. 

A third bureau, the U.S. Mint, discovered several inter- 
nal control problems related to the separation of duties. For 
example, in their Budget and Finance department, the bureau 
separated the duties of verification, certification, and dis- 
bursement of funds into different entities. Other problems 
which the Mint plans to correct are 

--enhancing controls within the George Washing- 
ton silver half-dollar program to maintain 
proper accountability; 

--segregating duties and responsibilities 
related to the receipt, custody, and disposi- 
tion of special assay coins; and 

--limiting access to the ADP area at the 
Philadelphia Mint by unauthorized personnel. 

While definite problems existed in 1983, benefits were,*- 
nevertheless gained as indicated above. If a review of inter- 
nal controls had not been conducted and material weaknesses 
identified, these problems would likely have remained uniden- 
tified. The bureaus are attempting to implement corrective 
action to resolve weaknesses found. 

CONCLUSIONS 

Treasury was able to establish the foundation for an 
internal control evaluation process in 1982-83. However, 
because of factors largely beyond its control, Treasury's 
process did not produce conclusive results concerning the ade- 
quacy of its internal controls. Treasury is working towards 
resolving the problems it encountered in its evaluation pro- 
cess. However, Treasury's efforts to correct problems would 
be enhanced by formally coordinating its new Information 
System Risk Management Program with its internal control 
evaluation process. If Treasury's corrective actions are 
effectively implemented, its evaluation process should produce 
more meaningful results in the coming years. 

AGENCY COMMENTS 

Treasury commented on this report by letter dated 
April 16, 1984. (See app. I.) Treasury stated that the 
report should provide considerable assistance in refining its 
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future efforts to comply with the act. Specifically, Treasury 
concurred with our proposal that the Secretary should formally 
coordinate the operation of its Information System Risk 
Management Program with the internal control evaluation pro- 
cess to ensure that the objectives and requirements of both 
programs were met and to avoid duplicate reviews of ADP opera- 
tions. Treasury said it was implementing our proposal and 
would discuss its progress in the 1984 annual report on 
internal controls. 

Because of the department's efforts to implement our pro- 
posal, we deleted it from this report. We will, however, 
evaluate the effectiveness of its actions to coordinate both 
programs as a part of our ongoing effort to monitor Treasury's 
internal control evaluation process. 
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CHAPTER 3 

FIRST-YEAR ACCOUNTING SYSTEM EVALUATIONS: 

REASONABLE AND ACCEPTABLE 

Treasury's accounting system evaluation efforts were, in 
our opinion, reasonable for the first year considering the 
lack of specific guidelines for evaluating accounting systems 
and Treasury's resultant late start in establishing its 
process. High-level officials were involved in establishing 
policies, procedures, and guidelines for making and monitoring 
accounting system evaluations. An effective evaluation 
questionnaire and uniform reporting format were developed and 
used to evaluate 23 accounting systems. The evaluations were 
done reasonably well, and the resulting reports were consoli- 
dated and formed the basis for Treasury's comprehensive annual 
report to the President and the Congress. 

Although Treasury‘s efforts were reasonable given the 
circumstances the agency was faced with during the first year 
of a complex process, we believe improvements are needed in 
Treasury's 1984 evaluations to enable it to render a fully 
supportable opinion concerning the extent to which its 
accounting systems conform to the Comptroller General's prin- 
ciples, standards, and related requirements. Treasury needs 
to review its inventory of accounting systems to ensure that 
all systems, subsystems, and operations are identified and 
evaluated. 
effort. 

Several were excluded from the first-year's 
Also, 1984's evaluations should provide more in-depth 

reviews of the accounting systems and related internal con- 
trols in operation than were done in the first year. 

Treasury officials told us that these improvements will 
be made in their 1984 evaluation process. 

ACCOUNTING SYSTEM EVALUATIONS AND 
REPORTS WERE DONE REASONABLY WELL 

The accounting system evaluations, which 'were done by 
knowledgeable Treasury and contractor personnel, were reason- 
ably consistent and, in general, adequately documented. The 
evaluation reports disclosed about 220 instances of noncon- 
formance to the Comptroller General's Accounting Principles 
and Standards and, for most, 
actions. 

noted planned corrective 
The reports were summarized and consolidated into a 

comprehensive report to the President and the Congress which 
identified 163 material instances of nonconformance. 
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High-level officials were 
involved in the process 

Treasury began establishing its accounting system evalua- 
tion process in late June 1983 with the active involvement of 
the Deputy Secretary and the Administrative and Fiscal Assis- 
tant Secretaries.4 The Deputy Secretary requested and 
received biweekly status reports on the progress of the eval- 
uations. The Administrative and Fiscal Assistant Secretaries 
were directly involved in establishing the policies, proce- 
dures, and guidelines necessary to ensure compliance with the 
act. 

The Administrative and Fiscal Assistant Secretaries 
issued memoranda to all bureau heads, beginning in late June 
1983, which delegated to them the responsibility for making 
accounting system evaluations, identifying and scheduling 
needed improvements, and reporting on the results of the 
evaluations. The evaluation reports on administrative 
accounting systems were to be given to the Assistant Secretary 
(Administration) by.October 23, 1983, and the reports on fis- 
cal accounting systems were to be given to the Fiscal Assis- 
tant Secretary by November 7, 1983. The memoranda stressed 
the Assistant Secretaries' support of the process and their 
expectation of full support from the bureau heads. 

The Assistant Secretary (Administration) also initiated 
action resulting in the creation of a two-member quality 
assurance team. The team was responsible for monitoring 
quality and timeliness and reporting on the status of the 
administrative accounting systems’ evaluations. This team 
helped to ensure that the evaluations were being done 
adequately and consistently. The Fiscal Assistant Secretary 
may wish to establish such a team in 1984. 

Further, the Assistant Secretary (Administration) initi- 
ated action resulting in the hiring of a contractor, Arthur 
Young b Company, to assist in or make the evaluations. The 
contractor's services were made available for use by any 
bureau needing assistance to meet the reporting deadlines. 
The contractor was responsible for developing a reporting for- 
mat, consolidating the weaknesses identified in all reports, 
and determining the material weaknesses to be included in the 
annual report. 

4The Assistant Secretary (Administration) is responsible for 17 
administrative accounting systems; the Fiscal Assistant 
Secretary is responsible for seven fiscal accounting systems. 
(See app. II.) 
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On June 27, 1983, the Assistant Secretary (Administra- 
tion) established a task force to oversee the process and pro- 
vide daily guidance, She appointed the Director, Office of 
Budget and Program Analysis in the Office of the Secretary, as 
the task force director. Each bureau was instructed to desig- 
nate at least one official as its task force representative. 
In a July 6 meeting, which included the Deputy Fiscal 
Assistant Secretary and the task force director, two officials 
were appointed as full-time task force coordinators--one for 
administrative systems and one for fiscal systems--who were 
responsible for providing daily guidance. 

Numerous task force meetings were held to discuss the 
policies, procedures, and guidelines for evaluating accounting 
systems and reporting on the results. In an early September 
meeting, a decision was made that accounting system evaluation 
teams would issue weekly reports on the status of their evalu- 
ations to the responsible task force coordinator. These 
weekly status reports were received from late September until 
the evaluations were completed and were used by the coordina- 
tors to monitor the evaluations. 

Treasury's Inspector General was also involved in the 
accounting system evaluation process. He assigned a senior 
staff member to provide technical assistance at the department 
level. He also assumed responsibility for reviewing the pro- 
cess and its results in order to report to the Secretary of 
the Treasury regarding the adequacy of the evaluations. His 
auditors provided some technical assistance, reviewed the 
evaluations, including documentation and the resulting 
reports, and monitored and provided comments on the entire 
effort to help ensure that it was done in accordance with 
Treasury guidelines. 

Questionnaire and uniform 
report format developed 

Treasury developed its own guidelines for conducting and 
reporting on the results of its accounting system evalu- 
ations. Treasury officials had expected to use OMB guidelines 

~ for these purposes but, after frequent inquiries to OMB during 
~ June and July 1983 regarding the status of the OMB guidelines, 
~ they realized that the guidelines would not be available for 
~ the current year’s evaluation efforts. 
I August, 

Consequently, during 
they developed a questionnaire to be used in evalu- 

ating the accounting systems. Shortly thereafter, in concert 
with Arthur Young &I Company, a uniform format for the evalu- 

~ ation reports was developed. 

Treasury’s questionnaire, a 51-page document containing 
about 400 questions, was based on the Comptroller General's 
April 18, 1983, Statement of Accounting Principles and 
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Standards for Federal Agencies. It also contained questions 
from a 1979 questionnaire which GAO used for reviewing 
accounting system design documentation for conformance to the 
Accounting Principles and Standards. 

During a September 9 meeting, the questionnaire was 
discussed with and given to Treasury personnel responsible for 
evaluating accounting systems (evaluators). The evaluators 
were told to use the questionnaire to evaluate their account- 
ing systems. All questions were to be answered either "yes," 
"no," or "not applicable," and each answer was to be ade- 
quately documented. The questions were phrased so that a 
"yes" answer indicated conformance to the Accounting Princi- 
ples and Standards and a "no" answer indicated nonconform- 
ance. To answer the questions, the evaluators were to examine 
relevant documents, test transactions, conduct interviews, and 
observe operations. 

Treasury's reporting format was discussed with and given 
to the evaluators during an October 7 meeting. They were told 
to prepare a separate report for each evaluated system. The 
report was to consist of a cover page and three appendices. 
The cover page was to include an opinion concerning the 
accounting system's conformance to the Comptroller General's 
Accounting Principles and Standards. Appendix A was to con- 
tain all instances of nonconformance (a "no" answer to any 
question in the questionnaire) to the Accounting Principles 
and Standards, corrective actions taken or planned, and the 
estimated time frames for correcting the weaknesses noted. 
Appendix B was to contain general information about the 
accounting system, including a narrative description of major 
system problems. Appendix C was to be the completed question- 
naire. 

Evaluations were 
reasonably done 

The evaluations were reasonably consistent and, in 
general, adequately documented. 

Using the questionnaire and reporting format, Treasury 
evaluated 23 accounting systems for conformance to the 
Comptroller General's Accounting Principles and Standards. 
Treasury identified 25 systems (see app. II) which account for 
all of its appropriations and funding sources; however, two 
were ruled not subject to the act by Treasury's General 
Counsel's office. 

The evaluations were done by knowledgeable in-house 
personnel and contractor personnel. The evaluators were 
generally bureau financial management personnel who designed 
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and/or operated the accountinq systems. Contractors assisted 
with or did 12 evaluations. About 17,000 Treasury and con- 
tractor staff hours were spent on the evaluations at a total 
cost of about $541,000, as follows: 

Treasury personnel 
Contractor personnel 

Hours cost 
p,1-44 - $162,786 
8,145 378,076 

Total 17,289 $540,862 

The evaluators completed the questionnaires primarily by 
reviewing design and other systems documentation. In addi- 
tion, most developed lists of weaknesses previously identified 
in GAO, Inspector General, Internal Audit, contractor/consult- 
Bnt, and internal reports. The evaluators also reviewed rela- 
ted policies, procedures, and other guidance from Treasury, 
OMR, and GAO and observed some systems' operations but per- 
formed little testing of the systems. The evaluations and 
resulting reports generally met the due dates established by 
the Assistant Secretaries. 

The evaluations disclosed about 220 instances of noncon- 
formance to the Comptroller General's Accounting Principles 
and Standards. These pertained primarily to weaknesses in 
reparting (63 instances) , property accounting (54 instances), 
land accounting for receivables (35 instances). In addition, 
22 instances of nonconformance resulted from a lack of accrual 
accounting. 

Material instances of nonconformance were summarized and 
consolidated by Arthur Young & Company and task force offi- 
cials into a comprehensive annual report to the President and 
the Congress. The report identified 163 material instances of 
nonconformance pertaining to the 23 evaluated systems for 
which corrective actions and time frames were generally 
ishown. Most of the deviations are to be corrected by systems 
modlf ications. The report also stated that corrective actions 
bill be monitored by a committee chaired by the Deputy 
Secretary. 

Our analysis of the weaknesses identified in the account- 
ing system evaluation reports and the 163 material instances 
pf nonconformance included in the annual report reveals that 
five systems, in particular, have significant problems. These 
five systems and the number of material instances of noncon- 
~formance are shown below. 
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System 
Material instances 
of nonconformance 

U.S. Customs Service: 
Administrative System 
Revenue System 

Alcohol, Tobacco and Firearms: 
Administrative System 

18 
16 

15 

Government Financial Operations: 
Central Accounting System 7 

Public Debt: 
Fiscal System 

Total 

28 

84 
- 

The five systems appear to have major systemic weak- 
nesses. For example, the evaluation report on the Customs 
administrative accounting system noted that key areas of non- 
conformance included property accounting, accrual accounting, 
and labor distribution. These same weaknesses prevented us 
from approving this system in 1981 when it was submitted for 
our consideration. Although Alcohol, Tobacco and Firearms' 
new administrative accounting system, which was implemented on 
October 1, 1983, is a modified version of the Customs system, 
it contains weaknesses similar to those of the Customs 
system. 

The accounting system problems noted in the annual report 
indicate that much needs to be done to fully conform 
Treasury's systems to the Comptroller General's Accounting 
Principles and Standards and related requirements. 

1984's ACCOUNTING SYSTEM 
EVALUATIONS NEED TO BE IMPROVED 

Although Treasury's efforts were reasonable given the 
circumstances the agency faced during the first year of the 
process, we believe that improvements are needed in its 1984 
evaluations to enable Treasury to render a fully supportable 
opinion concerning the extent to which its accounting systems 
conform to the Comptroller General's principles, standards, 
and related requirements. Treasury needs to include all major 
systems, subsystems, and accounting operations in its evalu- 
ation process. Some of these, such as the accounting system 
of the eight regional disbursing offices, were not evaluated 
in the first year. 
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Also, 1984's methodoloqy for evaluatinq accounting 
systems should provide for in-depth reviews of the systems in 
operation, including sufficient testing of transactions and 
determinations of the adequacy of internal controls. Such 
reviews were not done the first year because of lack of time. 

Several important accounting 
operations were not evaluated 

During our review of the first year's evaluation effort, 
we identified several systems, subsystems, and accounting 
operations which were not evaluated. The most significant 
exclusion was the accounting system of the eight regional 
disbursing offices. This Bureau of Government Financial 
Operations (BGFO) system annually accounts for over $600 
billion in disbursements made for Treasury and other federal 
agencies. The system should have been evaluated and is of 
such significance that it also should have been included in 
Treasury's list of accounting systems. 

Also excluded from evaluation were: 

--BGFO's check processing and reconciliation 
subsystem. This subsystem records data on 
checks issued and payments made and recon- 
ciles all checks drawn on the U.S. Treasury. 

-The Savings Bonds Division's (SBD) system. 
This system accounts for allotments received 
from the Bureau of the Public Debt (BPD). 
Although BPD's administrative accounting 
system accounts for SBDIs appropriation, 
SBD's system accounts for obligations and 
disbursements from the initiation of the 
transactions through monthly reports to BPD. 

--All accounting systems in field locations 
(except for BPD's lone field office system 
which was evaluated). 

Treasury officials told us they plan to evaluate the 
~ check processing and reconciliation subsystem and the SBD 
~ system in 1984. They also said they plan to evaluate a repre- 
~ sentative number of reqional disbursing office and field loca- 

tion accounting systems on a cyclical basis beqinning in 1984. 

In addition, because Treasury's General Counsel's office 
determined that the Exchange Stabilization Fund and the Saudi 
Arabian Deposit Account were not subject to the act, neither 
their internal controls nor their accounting systems were 
evaluated. 
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In a memorandum dated October 25, 1983, Treasury's 
General Counsel's office concluded that the Exchange Stabili- 
zation Fund, which the Secretary of the Treasury uses to fos- 
ter orderly international monetary exchange arrangements and a 
stable system of exchange rates, is not subject to either the 
Financial Integrity Act or the Accounting and Auditing Act of 
1950, which it amended. Treasury based its position on the 
Fund's unique statutory arrangement which grants the Secretary 
virtually absolute discretion over the Fund. The office also 
concluded that the Saudi Arabian Deposit Account, which con- 
trols Saudi funds advanced to finance procurements of goods 
and services made on behalf of the Saudi Government, is not 
subject to the act because the funds are not United States 
government funds. 

We disagree with Treasury's General Counsel's office as 
to the Exchange Stabilization Fund. The Financial Integrity 
Act amended the Accounting and Auditing Act of 1950 for the 
express purpose of strengthening the internal control 
requirements of the 1950 act. The 1950 act (31 U.S.C. 3512) 
states that an agency's accounting and internal control 
systems shall provide "effective control over, and accounta- 
bility for, assets for which the agency is responsible. . . ' 
(31 U.S.C. 3512(a)(3))(emphasis added). The Financial Inte- 
grity Act in turn requires that each agency shall establish 
internal controls that reasonably assure that, among other 
things, (I. . .a11 assets are safeguarded against waste, loss, 
unauthorized use, and misappropriation. . ." (31 U.S.C. 3512 
(b)(l)(B))(emphasis added). Given the comprehensive coverage 
of this legislation, by its terms applying without qualifica- 
tion to assets for which an agency is responsible, all govern- 
ment funds and other assets should be considered subject to 
the Financial Integrity Act unless there is a clear statutory 
basis for not applying the act's requirements. 

The Exchange Stabilization Fund consists of approximately 
$13 billion of government funds and other assets. The Secre- 
tary of the Treasury, together with the Treasury officials 
involved in the operation of the Fund, clearly are responsible 
and accountable for these government assets. Further, there 
is no explicit statutory provision exempting the Fund from the 
requirements of the Accounting and Auditing Act of 1950, 
specifically section 3512(a)(3) cited above. 

The central basis of Treasury's position that the Fund is 
not subject to the requirements of the 1950 act is that the 
act applies only to "normal" government funds, which does not 
encompass those funds for which the Secretary of the Treasury 
has virtually absolute discretion. We find no such distinc- 
tion in either the terms or the legislative history of the 
1950 act. Therefore, we think Treasury cannot rely on this 
distinction as a basis for exempting the Fund. 
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For the above reasons, we believe Treasury is responsible 
for the assets of the Exchange Stabilization Fund within the 
meaning of section 3512 and therefore the Fund is subject to 
the Financial Integrity Act. Consequently, Treasury' should 
include the Exchange Stabilization Fund in its 1984 evaluation 
process. 

We are currently reviewing Treasury's position that the 
act does not apply to the Saudi Arabian Deposit Account. 

More testing of systems 
in operation needed 

Treasury needs to make more in-depth evaluations of its 
accounting systems and internal controls in operation. In the 
first-year's effort, the evaluations consisted of a limited 
review of systems in operation. There was almost no deter- 
mination of the adequacy of internal controls in operation and 
little testing of transactions. Transactions must be tested 
to ensure that an accounting system, including its internal 
controls, is operating in conformance to the Comptroller 
General's principles and standards. 

Treasury's accounting system evaluations included little 
testing of transactions. Treasury's guidelines required that 
the questionnaires be completed by reviewing documentation, 
testing transactions, and using other techniques to evaluate 
the systems in operation. However, because of lack of time, 
task force officials did not expect the evaluators to adhere 
to the guidelines and make in-depth reviews of the accounting 
systems and related internal controls in operation. Conse- 
quently, the evaluators completed the questionnaires by pri- 
marily reviewing design and other systems documentation. 

Monitoring svstem needed 

Treasury also needs to develop a system to monitor and 
follow up on weaknesses identified during the evaluation pro- 
cess to help ensure that each weakness is adequately corrected 
in a timely manner. A system is planned, but not yet approved, 
which will track identified accounting system weaknesses until 
each is corrected. The Systems Review Committee, under the 
chairmanship of the Deputy Secretary, is responsible for assur- 
ing that needed corrective actions are taken. 

1984 evaluations to be 
more comprehensive 

In August and September 1983, we discussed the agency's 
accounting systems evaluation approach and methodology with 
Treasury officials. We told them we considered it reasonable 
and acceptable considering it was the first year of a complex 
process. We also said that Treasury will need to make more 
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comprehensive evaluations of its accounting systems and 
related internal controls in 1984 to render a fully support- 
able opinion concerning the extent to which the systems con- 
form to the Comptroller General's principles and standards. 

Treasury officials have acknowledged the limitations in 
the first year's effort and have stated that in-depth internal 
control reviews of accounting systems in operation will be 
done in 1984. 

CONCLUSION 

Treasury's accounting system evaluation efforts were 
reasonable and acceptable for the first year. Treasury 
evaluated 23 accounting systems and prepared a comprehensive 
annual report which disclosed 163 material instances of non- 
conformance with the Comptroller General's Accounting Prin- 
ciples and Standards. However, Treasury did not evaluate the 
accounting system and internal controls of the Exchange 
Stabilization Fund because its General Counsel's office 
incorrectly concluded that the Fund was not subject to the 
act. 

To improve the process in 1984, Treasury officials plan 
to evaluate all major systems, subsystems, and accounting 
operations, except for the Exchange Stabilization Fund and the 
Saudi Arabian Deposit Account Fund systems. They also plan to 
make in-depth reviews of the systems and internal controls in 
operation, including sufficient testing of transactions. 
Further, they are developing a monitoring system to help 
assure that accounting system instances of nonconformance are 
corrected. 

AGENCY COMMENTS AND 
OUR EVALUATION 

In commenting on this report (see app. I), Treasury main- 
tained its position that the Exchange Stabilization Fund is 
subject neither to the Financial Integrity Act nor to the 
Accounting and Auditing Act of 1950, which the Financial Inte- 
grity Act amended. Treasury reiterated its previously cited 
central premise that the two acts apply only to "normal" 
government funds and that, because the Secretary has virtually 
absolute discretion over the Exchange Stabilization Fund, 
standard rules relating to government funds do not apply to 
the Fund. 

We continue to disagree with Treasury's position. The 
Accounting and Auditing Act of 1950 requires that agency 
accounting and internal control systems effectively control 
and account for assets for which the agency is responsible. 
Thus, subject to an explicit statutory exemption, all govern- 
ment funds and other assets for which an agency is responsible 
are subject to the requirements of the 1950 act. The Exchange 
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Stabilization Fund was not specifically exempted from the 1950 
act. Further, the Secretary of the Treasury is clearly 
responsible and accountable for the approximately $13 billion 
of government funds and other assets comprising the Fund. 
Therefore, we can reach no other conclusion but that the 
Exchange Stabilization Fund is subject to the requirements of 
the 1950 act. As the Financial Integrity Act is an amendment 
to the 1950 act, we must similarly conclude that the Exchange 
Stabilization Fund is also subject to its requirements. 

Treasury also provided several other reasons to support 
its position that the Fund is exempt from the requirements of 
the two acts. We believe these reasons do not provide a 
legally sufficient basis for exempting the Fund. 

First, Treasury stated that 

--the Fund's operations often are based on judg- 
ment in highly sensitive, emergency financial 
circumstances, making it virtually impossible to 
assess the effectiveness of Fund operations, and 

--the Fund's governing legislation specifies that 
the Secretary's decisions are final and may not 
be reviewed by another government officer or 
employee. 

While we take no exception to these statements, we find 
that they are not relevant to the issue in question. The 
Financial Integrity Act is not designed to authorize us--or 
others-- to question the Secretary's judgments or decisions 
concerning Fund operations. Rather, it requires that the 
Secretary (or his representatives) assess the adequacy of 
existing internal controls over the assets of the Fund. 
Specifically, the Financial Integrity Act requires the head of 
an agency to prepare an annual statement concerning whether 
the agency's systems of internal accounting and administrative 
control provide reasonable assurance that: (1) obligations 
and costs are in compliance with applicable law; (2) all 
funds, property, and other assets are safeguarded against 
waste, loss, unauthorized use, or misappropriation; and (3) 
revenues and expenditures applicable to agency operations are 
properly recorded and accounted for. Section 4 of the act 
also requires agency heads to prepare an annual statement con- 
cerning whether the agency's accounting system(s) conforms to 
the Comptroller General's accounting principles, standards, 
and related requirements. 

It seems that Treasury is incorrectly equating its broad 
policy discretion over the use of government assets with its 
ultimate responsibility for properly accounting for and safe- 
guarding the assets. Subjecting the Fund to the requirements 
of the 1950 act, as amended by the Financial Integrity Act, 
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will not in any way interfere with the exercise of Treasury's 
discretionary authority. Treasury itself would perform the 
annual evaluation process. Further, the evaluation would 
focus on the internal controls over the assets of the Fund to 
protect against fraud, waste, or abuse, rather than on the 
merits of any decisions on the use of the Fund that the 
Secretary of the Treasury may make. 

Second, Treasury stated that the Fund is currently sub- 
ject to tight statutory control, including not only an annual 
report to the Congress but also a detailed monthly financial 
and operations statement to the cognizant committees. 

The Fund's congressional reporting requirements are not a 
substitute for the evaluation and reporting requirements of 
the Financial Integrity Act. The reporting requirements 
specifically applicable to the Fund require disclosure of the 
financial status and the financial transactions of the Fund 
during a given period. They do not require, as mandated by 
the Financial Integrity Act, an evaluation of the internal 
controls that are in place to protect against fraud, waste, or 
misuse of government funds and other assets. Further, report- 
ing, be it annual or monthly, is only one element of internal 
control. For example, reporting, in and of itself, does not 
provide assurance that key duties and responsibilities in 
authorizing, processing, recording, and reviewing Fund tran- 
sactions have been properly separated among different indi- 
viduals to minimize the risk of waste, loss, or misappropria- 
tion or that transactions and other significant events are 
being authorized and executed only by persons acting within 
the scope of their authority. 

Third, Treasury stated that the Fund's accounting system 
differs from those used by other government accounts, in that 
it is based on commercial --rather than Comptroller General-- 
accounting standards, thus exempting it from the provisions of 
section 4 of the act. 

We disagree with Treasury's conclusion that because the 
Fund's accounting system is based on commercial accounting 
standards it is not controlled by the provisions of section 4 
of the act. The Comptroller General's accounting principles, 
standards, and related requirements are certainly not 
inconsistent with the generally accepted accounting principles 
promulgated by the Financial Accounting Standards Board for 
use by the commercial accounting sector. Further, effective 
internal controls are a requirement of any accounting system. 
Consequently, we see no merit to Treasury's position. 

In conclusion, we believe that the reasons Treasury has 
given do not provide a legally sufficient basis for exempting 
the Fund from the requirements of the Accounting and Auditing 
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Act of 1950, and hence the Financial Integrity Act. This 
comprehensive legislation applies without qualification to 
government assets for which an agency is responsible, and 
Treasury is clearly responsible and accountable for the $13 
billion of government assets comprising the Fund. In the 
absence of a clear statutory basis for exempting the Fund from 
this comprehensive legislation, which in our opinion is not 
present, we must conclude that the Fund is subject to the 
Financial Integrity Act's requirements. Consequently, until 
the Fund is evaluated, the Secretary of the Treasury is not in 
compliance with the evaluation and reporting requirements of 
the Federal Managers' Financial Integrity Act. 
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APPENDIX I APPENDIX I 

DEPARTMENT OF THE TREASURY 
WASHINGTON. D.C. 20220 

ASSISTANT SECRETARY 

Dear Mr. Anderson: 

By a letter of March 13, 1984, you provided the 
Department of the Treasury with a draft report entitled, 
“First Year Implementation of the Federal Managers’ Finan- 
cial Integrity Act by the DepartmenE of the Treasury.” 
You asked for our review and comment prior to final issu- 
ante. This response constitutes the Department of the 
Treasury’s comments. 

The draft report represents an exhaustive review of 
the Department’s first Year efforts to implement the Act. 
As such, it is a highly useful document which should be of 
considerable assistance to the Department in refining our 
future efforts to comply with the Act’s mandate. Conse- 
quently, we wish to acknowledge the assistance you have 
rendered in this regard. 

The draft report contains two specific recommenda- 
tions for improving the Department’s internal control 
processes. The first of these relates to a suggestion 
that we more formally coordinate the operation of the new 
ADP evaluation program with the internal control evalua- 
tion process. We concur with this recommendation, and are 
taking action to implement this proposal. We will include 
our progress in implementing this proposal in our annual 
report required by the Act. 

The second specific recommendation relates to the 
Department’s Exchange Stabilization Fund (ESF). This 
recommendation states that ESF is covered by the Act, and 
as such should be evaluated pursuant to the Act’s mandate. 
In reaching this conclusion, you rejected an opinion of 
the Department’s Office of General Counsel to the effect 
that ESF was not subject to the Federal Managers’ Finan- 
cial Integrity Act and OMi3 Circular A-123. 

It is the Department’s position that the opinion of 
our General Counsel’s Office accurately reflects the legal 
status of ESF and is entirely consistent with the Depart- 
ment’s interpretations concerning the Fund over its 
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roughly half-century of existence. ESF operations often 
must be based on judgment in highly sensitive, emergency 
financial circumstances as to what may or may not occur if 
ESF resources are used. Under such circumstances the 
effectiveness of ESF operations is virtually impossible to 
assess. This is recognized in the legislation gOVerning 
the ESF which places the ESF under the exclusive control 
of the Secretary, subject to approval of the President, 
and specifies that decisions of the Secretary are final 
and may not be reviewed by another officer or employee of 
the Government. The Department has consistently viewed 
ESF as being exempt from standard rules related to 
Government funds, including the Budget and Accounting Act 
and the Antideficiency Act. Since the Federal Managers' 
Financial Integrity Act is an amendment to the Budget and 
Accounting Act to improve its operation--but not extend 
its scope-- it is apparent that if ESF was not previously 
subject to the Budget and Accounting Act it is still not 
so subject and equally is not subject to the Federal 
Managers' Financial Integrity Act. 

Moreover, the ESF is currently subject to tight 
statutory control including not only an annual report to 
Congress, but a detailed financial and operations state- 
ment each month to the cognizant committees. These -_I) - 
controls are much more stringent than those imposed by the 
Financial Integrity Act. In addition, the accounting 
system utilized by ESF is not the same as that used by 
other Government accounts. Rather, ESF accounting is the 
equivalent to commercial accounting, incorporating 
accounting standards of the Financial Accounting Standards 
Board (FASB). Such a system is not controlled by the 
PrOViSiOnS of section 4 of the Federal Managers' Financial 
Integrity Act. 

The GAO has been kept fully abreast of the accounting 
system employed for the ESF and has expressed its agree- 
ment with the system being used. In the Comptroller 
General's letter to the Treasury of August 23, 1978, 
following consultations concerning the presentation of 
certain items in ESF financial statements, the GAO noted 
that it had been Treasury practice to present the ESF 
annual report in accordance with generally accepted 
accounting principles. The GAO advised that as long as 
Treasury maintains this practice then GAO agreed that 
Treasury is correct in applying Financial Accounting 
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Standards Board Statement No. 8. We request that you re- 
consider the position taken in the draft report that the 
Department's Exchange Stabilization Fund is subject to the 
Federal Managers' Financial Integrity Act. As discussed 
above, we believe that the better position is that ESF, 
given its unique statutory arrangement and detailed 
statutory controls and reporting requirements, is not 
subject to the Federal Managers' Financial Integrity Act. 

Terence C. Golden 
Assistant Secretary (Administration) 

Mr. William J. Anderson, Director 
General Government Division 
U.S. General Accounting Office 
Washington, D.C. 20548 
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APPENDIX II APPENDIX II 

LISTING OF DEPARTMENT OF THE TREASURY ACCOUNTING SYSTEMS 

Bureau/Office system 

Type of system 
Adminis- 
trativea Fiscalb 

Office of the Secretary 
--Administrative Accounting 
--Exchange Stabilization 

FundC 
--Office of Revenue Sharing 
--Saudi Arabian Deposit Fund 
--Treasury Payroll/Personnel 

Information System 
--Working Capital Fund 

X 

X 
X 
X 

X 
X 

Alcohol, Tobacco and Firearms 
--Administrative Accountingd X 

Comptroller of the Currency 
--Administrative Accounting X 

Customs Service 
--Administrative Accounting 
--Revenue Accounting 

X 

Engraving and Printing 
--Administrative Accounting X 

Federal Law Enforcement Training 
Center 

--Administrative Accounting X 

Government Financial Operations 
--Administrative Accounting 
--Central Accounting for Cash 

Operations 
--Investment Accounting 

Operations 
--Central Accounting 

for Foreign Currency 

Internal Revenue Service 
--Administrative Accounting 
--Tax Lien Revolving Fund 
--Revenue Accounting 
--Treasury Payroll/Personnel 

System (IRS Application) 

X 

X 

X 
X 

X 

X 
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Bureau/Office system 

Mint 
--Administrative Accounting 
--Bullion and Monetary 

Accounting 

Public Debt 
--Administrative Accounting 
--Public Debt Accounting 

Secret Service 
--Administrative Accounting 

APPENDIX II 

Type of system 
Adminis- 
trativea Fiscalb 

X 

X 

X 
X 

X 

aThese systems account for appropriated funds. The Assistant 
Secretary (Administration) is responsible for these systems. 

bThese systems primarily account for revenues. The Fiscal 
Assistant Secretary is responsible for these systems (except the 
Exchange Stabilization Fund). 

I CSalaries and Expenses are paid out of and accounted for by the 
Office of the Secretary's Administrative Accounting System. The 
Under Secretary (Monetary Affairs) is responsible for the system. 

dSystem implemented October 1, 1983. 

(015015) 
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